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Being Spyed Upon 100 Times Per Day 
Observing & profiling:  The multi-billion business 

Situation and Consequenses: 
 
• Internet users are actually being 

spyed on a hundred times a day. 
 

• Online marketing firms collect, 
correlate and store this data. 
 

• How long will it take, until we 
experience economical loss or 
we lose our freedom? 
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Solution: 

Consumer services Enterprise services 
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.. there is more in the pipeline .. 
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Technical Solution Overview 
Secure, Legal, Fast 

How to protect 
customer data 

against insiders? 
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Classic Technical Data Security Measures 

? 

? 
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Classic Technical and Non-Technical 
Data Security Measures 
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Sealed Cloud Technical Data 
Security Measures 
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Sealed Cloud 

Non technical measures are located in the second line of defense 
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Sealed infrastructure 

  

co-funding from 

cooperation 
with 

„Sealed Cloud“ 

technology 

Sealed processing overcomes 

today‘s cloud weakness 

• Smart Key Distribution 
• Access control 
• Data clean-up before access 

(planned and unplanned) 
• Software integrity monitoring 
• Hardened OS 
• No unencrypted data on 

persistent storage 
• No persisent storage 

in application servers 
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 Web privacy protection services for 
– Consumers  

– Enterprise customers 

 Technical breakthrough for cloud security 

 ID|GARD BETA version online 

 Product launch in 2012 

 Traction with large service provider partners  

 

Summary 
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